
LET US BE WHAT’S NEXT

MISSION  ▪ Cybersecurity work with impact

Whether you’re early in your cybersecurity career or looking for a change, there’s a place for you in 
the DHS Cybersecurity Service. DHS Cybersecurity Service employees protect the systems, 
networks, and information Americans rely on. Connect with us to talk about the right path for you.

 We secure federal government information systems
 We assess and counter evolving cybersecurity risks
 We respond to cybersecurity incidents
 We prevent and disrupt criminal use of cyberspace
 We strengthen the security and resilience of critical infrastructure 

We have opportunities for developmental career track applicants with 3+ years of work experience.

To learn more about the DHS Cybersecurity Service and begin the application process, 
visit our Application Portal at dhscs.usajobs.gov.

You may also email cybersecurityservice@hq.dhs.gov to connect with our recruiting team. 

Typical starting salaries reflect the range of the average starting salaries most employees receive in most of the United States in calendar 
year 2024. In certain geographic areas, average starting salaries will be higher because of a local cybersecurity labor market supplement. 

WORK ▪ A variety of specializations and jobs 

COMPENSATION ▪ Competitive pay throughout your career

APPLY ▪ Join the developmental career track    

Entry Developmental Technical Leadership Executive
TYPICAL STARTING 

SALARY
$66,200 - $86,000

TYPICAL STARTING 
SALARY

$80,800–$105,500

TYPICAL STARTING 
SALARY

$104,000–$207,500

TYPICAL STARTING 
SALARY

$120,600–$203,500

TYPICAL STARTING 
SALARY

$171,700–$234,000

 Jobs across a variety of cybersecurity specializations
 Develop your cybersecurity technical expertise
 Contribute to our Nation’s cybersecurity
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